**Expriment – 7**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Risk** | |  | | --- | |  |   **Description** | **Likelihood** | **Impact** |
| R1 : Cybersecurity Breach | Unauthorized access to user data and financial information | High | Several |
| R2 : Website Downtime | Unplanned outages or server crashes | Medium | Several |
| R3 : Regulatory Compliance Issues | Non-compliance with local or international laws | Low | Several |
| R4 : Inventory Management Issues | Stockouts or overselling products | Medium | Moderate |
| R5 : Technological Changes | Rapid changes in technology affecting website operations | Low | Moderate |
| R6 : Fraudulent Transactions | Unauthorized or deceptive transactions | High | Minor |
| R7 : Shipping and Delivery Problems | Delays or issues in product delivery | Medium | Minor |

|  |  |  |  |
| --- | --- | --- | --- |
| **Likelihood**  **Impact** | **High** | **Medium** | **Low** |
| **Several** | R1 | R2 | R3 |
| **Moderate** | - | R4 | R5 |
| **Minor** | R6 | R7 | - |